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The aim of this short course is to provide an introduction to the algorithms which are used
to implement “small large-integer arithmetic”, i.e. computation with the quantities of the sizes
encountered in modern curve based cryptography. Most results will be presented without proofs,
in order to keep the course limited to about 20-24 45-minute lessons.

Topics

1. Basic operations for large integer arithmetic.

2. Modular arithmetic and prime fields.

(a) Residue representation of elements.

i. Arithmetic operations.

ii. Multiplication: Schoolbook, Comba, Karatsuba, Toom-Cook.

iii. Lazy reduction.

iv. Division and inversion: GCD algorithms.

(b) Montgomery’s modular multiplication without trial division,

i. Arithmetic operations.

ii. REDC.

iii. Variations...

3. Fields of middle characteristic.

4. Even characteristic. Square Root.

If time permits, a short introduction to integer recordings and addition chains will be made.
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